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         ARROWSMITH COMMUNITY JUSTICE SOCIETY 

       Personal Information Protection Act 

 
Adopted: 13 July 2023 

 
GUIDING PRINCIPLES: 
The Board of Directors recognizes that individuals have a right to privacy and that ACJS 
has a responsibility to handle personal information appropriately. As a non-profit 
organization, ACJS is guided by the Province of British Columbia Personal Information 
Protection Act (PIPA)1 and Personal Information Protection and Electronic Documents 
Act (PIPEDA)2 and, as such, is responsible for ensuring the appropriate handling of all 
personal information under its control or custody.   
 

DEFINITIONS: 
1. “Personal information” applies to any information that makes an individual 

identifiable.   
2. “Case information” applies to any information that can be attributed to a specific 

client in the delivering of ACJS programs.  
 
COLLECTION OF PERSONAL INFORMATION: 
1. ACJS collects information in three areas to meet the requirements of managing the 

Arrowsmith Community Justice Society and its programs.   
a. Employee and volunteer/member information collected: 

i. Contact information such as name, address, email & telephone number. 
ii. Criminal background checks 
iii. Employment or volunteer application materials such as resume, 

references, interview notes, policy acknowledgement forms (Oath of 
Confidentiality, Code of Ethics Agreement) 

iv. Benefit information (paid employee only) 
v. Financial, taxation, Social Insurance Number, insurance information 

where applicable (paid employee only)1 
b. Charitable donation and gift information collected: 

i. Contact information such as name & address 
ii. Copy of tax receipt for donation or gift for submission to CRA 

c. Client & case information collected: 
i. Contact and case information received from referral agent. (RCMP, 

Crown Counsel) The referral agent is responsible for getting permission 
from client to share information with ACJS  

ii. Additional contact and case information directly from client 
iii. ACJS may collect, use or disclose client information without consent only 

as authorized by law (if information relates to a threat to life, health or 
safety of an individual or the public) 2 

 
 

 
1 See Appendix 5 or BC Personal Information Protection Act (PIPA) see: 

https://www.bclaws.gov.bc.ca/civix/document/id/complete/statreg/00_03063_01  
2 See Appendix 6 

https://www.bclaws.gov.bc.ca/civix/document/id/complete/statreg/00_03063_01


 
 
 
PURPOSE OF INFORMATION COLLECTED: 
1. ACJS collects personal and case information from three sources for the following 

purposes.  
a. Employee and volunteer/member information 

i. Determine eligibility for employment or volunteer work, including verifying 
qualifications and references. 

ii. Establish training and development requirements. 
iii. Assess performance and manage performance issues if they arise. 
iv. Administer pay and benefits (paid employee only). 
v. Process employee work related claims such as tax papers, benefits, 

workers’ compensation, insurance (paid employee only). 
vi. Annual financial review/ audit requirements. 

b. Charitable donation information  
i. Issue tax receipts. 

c. Client & case information 
i. To contact the parties involved in the case. 
ii. To perform intake assessment of the case. 
iii. Deliver program services. 
iv. Ensure safety of participants. 

 
 
SAFEGUARDING PERSONAL INFORMATION: 
1. ACJS makes every reasonable effort to: 

a. Ensure that personal information is accurate and complete.   
b. Protect personal information in a manner appropriate for the sensitivity of the 

information provided.  
c. Make every reasonable effort to prevent loss, misuse, disclosure, modification 

or unauthorized access.  
d. Ensure that those acting on behalf of the organization are aware of the 

organization’s responsibility in relation to PIPA and that they handle 
information with due consideration for each situation and the sensitivity of the 
information involved. 
 

2. Unauthorized access to personal information is safeguarded in the following ways: 
a. ACJS office is located inside a secure building with no access to the general 

public unless with an authorized person.   
b. Electronic messages regarding referrals will not include home addresses or 

contact information of clients.   
c. Initials will be used in place of full name when possible.   
d. Members and volunteers are advised to protect information from being 

accidently seen by any other member of their household.  On this, the ACJS 
board feel that the trust of the volunteer is paramount and enhanced by 
training and instruction in the confidentiality of the information they are given. 

 
 
 
 
 
 



RETENTION OF INFORMATION: 
1. If ACJS uses an individual’s personal information to make a decision that directly 

affects that individual, this information will be retained for a minimum of one year 
after using it so the individual has a reasonable opportunity to obtain access to it.   
 

2. ACJS will dispose of documents containing personal information as soon as it is 
reasonable to assume that: 

a. The purpose for which it was collected is no longer being served by retention. 
i. Staff & volunteers – one year after resignation. 
ii. Clients – held by volunteer(s) and disposed of at completion of case. 

b. Retention is no longer necessary for legal purposes. 
 
 
DISPOSAL OF INFORMATION: 
1. All documents held within the organization’s office, shall be shredded when they are 

no longer required for retention as determined by the Program Coordinator.  
a. Working papers held by volunteers will be disposed of by: 

i. Returning document to office for shredding.  Place documents in 
envelope, addressed to the Program Coordinator, and deliver to the 
RCMP office where the Program Coordinator will have them shredded.  

1. Program Coordinator will mark police file with date and time of 
shredding.   

b. Digital working papers to be deleted from computer at completion of case. 
 
 
PRIVACY OFFICER: 
1. ACJS will appoint a Privacy Officer with the specific responsibility to ensure that 

ACJS complies with PIPA requirements.  The officer shall be the Program 
Coordinator.  At any time that the privacy officer or any clients shall request another 
person to handle a complaint, the Board Chairperson shall appoint the alternate 
Privacy Officer. 
 

2. The process for requesting a correction to the information will be as follows: 
a. A formal request for correction will be reviewed by Privacy Officer. 
b. If correction affects referral agent, they must be advised before any change 

can be made. 
c. The client will be notified within 30 days of the outcome of the review and the 

steps taken. 
d. The correction or application for change, in the case of a deemed invalid 

request, will remain with the file until it is destroyed. 
 

3. The process for lodging a complaint will be as follows: 
a. A formal complaint will be lodged with the Privacy Officer. 
b. A time frame for completion will be set at 30 days from the receiving date. 
c. The client will be advised as to the outcome of the complaint. 
d. If client is dissatisfied, they will be referred to the Complaint Commissioner as 

per the process outline in PIPA. 
 


